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About This Manual

This manual is applicable to EPON OLT products , The contents of this document include
EMS software installation and operation guidelines. Users should learn this document first
when beginning to operate EPON OLT device.

The related documents for EPON OLT device are:
{EPON OLT - Device Installation User Manual )
(EPON OLT- CLI Operation User Manual)
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1 1 Software Introduction

1.1 Brief Views

EMS (Element Management System) software is a C/S architecture integrated
device management platform, which is designed based on SNMP protocol. Now, it
is mainly used for managing EPON series products.

EMS need following runtime environment:

>
>
>

0OS: Windows2000. Windows XP. Windows NT. Windows 7. Windows8
Hardware: CPU 2.4GHz , 512M memory
Software: JAVA 1.5, MySql 5.0

1.2 Functional Features

EMS software has following main features:

>

YVV VYV VY VYV VY

Based on standard SNMP protocol

Support multiple client access, C/S architecture

Support integrated management all our EPON series products
Support auto topology or modify manually, and multi-layer map view
Support configuration operation on all EPON products functions
Support multiple level operation authority

Real-time and history alarm record view, search and save
Operation history record trace and save

Use independent database and support data backup and import
Support performance monitor and traffic counters statistic
Support third-party database platform

2 EMS Software Installation

EMS software installation needs two steps, database installation and EMS software
setup. And database need to be installed before software setup.

2.1 Database Installation

The opened third part database software Mysql is used by EMS. The Mysql setup
programs provided in CD which is shipped with products can be directly used or you
can download it from internet. Remember 5.0 or higher version is compatible with
EMS software.
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According to following steps to install Mysgl database:

¥ MySQL Server 6.0 — Setup ¥Wizard

Welcome to the Setup Wizard for MySQL
Server 5.0

The Setup Wizard vl nstall MySQL Server 5.0 release 5.0.240
on your computer, To continue, chick Next.

V/ARNING: Ths program is protected by copyright law.,

MySsal

[ next> ] [ Cancel J

Click Next to continue:

I';T HySQL Server 5.0 - Setup ¥Wizard

Setup Type
Choose the setup type that best suts your needs.

Please select a sebup type.

4 Common program features wil be nstalled. Recommended for
8 L o) ceedue

O Complete

w4 [V Al program features wil be nstalled, (Recures the most dsk
N spece.)

O Custom

- & Chocse which program features you want installed and where they
. "“ vell be instaled. Recommended for advanced users.

[ <pox J[_tex> J[ coxe |

Choose Typical setup type.
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l;'lySQL Sexver 5.0 Setup Vizard

Ready to Install the Program G
The v2i " 2 "
@ Wi2ard is ready 0 begn rstalato

If you want to review or change any of your nstallation settings, chck Badk, Click Cancel 1o
ext the wizard,

Current Settngs:
Setup Type:
Tyocs

Destnation Folder:
C:'\Program FlesMySQUIMYSQL Server 5.0\

Click Install to begin setting up.

Setup VWizard

ySQL.com Sign Up

MySQL.com Sign-Up

Logn or create & new MySQL.com account.

Plaase log i or select the 0ption 10 Create a new account.

O Create a new free MySQL.com account
If you do not yet have a MySQL.com account, select this
option and complete the folowing tree steps,

O Login to MySQLcom

Select this opton f you aiready have a MySQL.com account.
Please specfy your logn nformaton below.

Emal sddress:

Password:

............. =

©5kip Sign-Up,

[ nea> ][ cace |

Choose Skip Sign-Up, go to next step.

i',; HySQL Server 5.0 Setup ¥izard

Wizard Completed

Setup has finghed Instaling MySQL Server 5.0, Cick Fingh %
@t the wizard,

Configure the MySQL Server now
Use this option to generate an 0ptmaed MySQL config
file, setup & Windons servize ruming on a dedcated port
and to set the passaced for the root azcount

™,

MySQu

Installation finished, choose “Configure the MySQL Server now” option to begin
database software configurations:
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KySQL Server Instance Confaguration Waizard

Welcome to the MySQL Server Instance
Configuration Wizard 1.0.8

The Configuration Vizard wil alow you to configure the
MySQL Server 5.0 server nstance. To Continue, dick
Next,

[ next> §[ cance |
Database configuration wizard startup, click Next to continue:

NySQL Server Instance Configuration ¥Wizard

MySQL Server Instance Configuration

Configure the MySQL Server 5.0 server nstance.

Please select 3 configuration type.

(® Detalled Configuration
W Choose this configuration type to create the optimal server setup for
this machine.

(O Standard Configuration
Use this only on machines that do not aiready have 3 MySQL server
nstalation. This will use a general purpose configuration for the
server that can be tuned manualy.

[ < Back ] o Next> | [ Cancel l

Choose “Detailed Configuration” (default option) to go to next step:

NySQL Server Instance Configuration ¥izard

HySQL Server Instance Configuration
Configure the MySQL Server 5.0 server nstance.

Please select a server type. Ths wall nfluence memory, disk and CPU usage.

Fy This is & development machine, and many other sppicatons will be
run on it. MySQL Server should only use a mnimal amount of
memory.

O Server Machine
Several server applications wil be running on this machine. Choose
this option for web/application servers. MySQL will have medium
mamory Usage.

O Dedicated MySQL Server Machine
4 This machine is dedicated to run the MySQL Database Server. No
other servers, such as a web or mal server, vall be run. MySQL wil
utize up to al avaiable memory.

| <Back || next> | cancel |

Choose “Developer Machine” (default option), click Next:
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lySQL Server Instance Configuration Wizard

HMySQL Server Instance Configuration
Configure the MySQL Server 5.0 server nstance.

Please select the catabase usage.

@) Multifunctional Database
Generadl purpose databases. This wi cptimize the server for the vee
of the fast bansactiond 1nneDB storage engine and the high speed
MyISAM storsge engre.

) Transactional Database Only

[~ Optimized for applcation servers and transactional med applications.
This vell make I'moDS the main storage engine. Note that the
W MyISAM engine can st be uosd,

() Non-Transactional Database Only

] Suited for simpie wab apnizatons, monitanag or lageing apDhzatans
,J/ 85 well a3 anayss programs. Only tha non-transactional MyISAM
stecags angine wil be activatad,

[ <tock || dNet> J[ Coe |

Choose “Multifunctional Database” (default option) to continue:

 MySQL Server Instance Configuration Wizard

MySQL Server Instance Configuration
Configure the MySQL Server 5.0 server instance.

Please select the drive for the InnoDEB datafile, if you do not want to use the default settings.

InnoDB Tablespace Settings
: Please choose the drive and directory where the InnoDB tablespace
should be placed.

™

installation Path

Drive Info

Wolume Name:
File System:

[ ——] |
[l 223 GB Diskspace Used [] 3.7 GB Free Diskspacs

[ =Bk ||

click Next

MySQL Server Instance Configuration
Configure the MySQL Server 5.0 server nstance.

Plaase set the approxmate number of ConaTenct Connections to the server,

(5 Decision Support (DSS)/OLAP
Select this cption for database applcations that val not raqure a
high rumber of concument conrections. A rumder of 20 comnectons
wil be assumec.

O Online Transaction Processing (OLTP)

Choose this optien fer highly concurrent applications that may have
3t any 0N tme up 10 SO0 Ctve CoNnections such a3 heanily laded
web servers,

O Manual Setting
Please enter the approxmate number of conaurrent connections.

Cencurrent conrecions: 15 v

[ <sokx )| New> | [ comel

Choose “Decision Support(DSS)/OLAP” (default option) ,
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- ; —— — —
MySQL Server Instance Configuration szarl:l)..I l M
MySQL Server Instance Configuration f
Configure the MySQL Server 5.0 server instance. R

Please set the networking options.

Enable TCP/IP Networking
Enable this to allow TCP/IP connections. When disabled, only local
o connections through named pipes are allowed,
|
Port Number: 3308 -
|
l Please set the server SQL mode,

Enable Strict Mode

This option forces the server to behave more like a traditional
database server, It is recommended to enable this option.

[ <Bak | [ mext> | [ cancel

-
click Next:

HySQL Server Instance Configuration ¥Wizard

MySQL Server Instance Configuration

Configure the MySQL Server 5.0 sarver nstance.

Please select the defaut character set.

() standard Character Set

Makes Latn the default charsel, This character setis suited for
English and other VWest European languages.

O Best for Multilinguak

Make UTFS the cefault character set. This i the recommenced
character set for storng text n many dfferent languagas.

() Manual Selected Default Ch ter Set / Collati
Please speafy the character sat to use.
Character Set: v

[ < Back ] | mext > | [ Cancel

Choose “Manual Selected Default Character Set/Collation” option, and

specify “Character Set” as “utf8” type to go to next step:

¥SQL Server Inztance Configuration Wizard

MySQL Server Instance Configuration

Configure the MySQL Server 5.0 server nstance.,

Pleagze zet the Windows options.

V] Install As Windows Service
Thiz & the recommended way %0 run the MySCL server
) on Windows.
Service Name: MySQU v

[FlLaunch the MySQL Server automaticaly

Chedk ths opton o nciude e drectory contanng the
- server / chent executables in the Windows PATH vanable
50 they can be called from the command Ine.

([ <Back | [ met> J [ cance ]

Choose “Install As Windows Service” option (default option) and“Include Bin

Directory in Windows PATH” option (Note: this is not default option) ,
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Next:

BySQL Server Inztance Configuration ¥Wizard

MySQL Server Instance Confiquration 1 e

Confgure $e MySQL Server 5.0 server nstance.

Pleace s2t e secunty optons.
[“] Moddy Security Settings
New root paceword: oo Ener the 0ot passmard.
roct Conterre ovve Retyoe the passierc.

[[] Brable reot acoess froem remate madres

[creste an ancoymous Account
Thes opsion wil creste an ancaymous account on the server, Slease
note thet ths can lead 10 an nsecure system,

[ cax ) [ mes> ) [ comel |

Choose “Modify Security Settings” option, and set “New root password” as
“1234", and set it again in “Confirm” text field to confirm this security

password.
This password is used by EMS software to access MySQL database and

must be set correctly. Then click Next to continue:

ySQl Server Instance Configuration Waizard

MySQL Server Instance Configuration
Configure the MySQL Server 5.0 server rstarce

Ready 10 execute ...

O Prepice coofiguraton
O Wirite configuration fie
) Start service

Q) Apoly secunty zettrgs

Please press [Execute] to start the configuration.

[ <Bax | [ Execute | [ Conve

Come here, MySQL database configuration wizard finished, click Execute to

startup.

ySQL Serxrver Instance Configuration Wizard

MySQL Server Instance Configuration

Configure the MySQU Server S.0 server instance,

Prozessing configuraton ...

) Prapere configurason
J Write configuration fle  (C/Prgraen FlesMySQUMY S Server 5.0myi)
) Start senvice

) Acply security setings

Configuration ke created.,

Press [Ffimish] to dose the Wizard,

Bnish

As above interface, showing MySQL database installation, configuration and
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startup successfully finished, click Finish to complete all the installation steps.

2.2 EMS Software Installation

EMS software can be installed when MySQL database has been successfully
installed. Run EMS set up program directly, and then following the installation
wizard to finish all the installation steps. There are no special configuration options
during the whole installation process.

The initial startup interface is as following:

|ENS - InstallShield Wizard

Preparing to Install...

EMS Selup 3 preparing the InstalSheld Waad, vinich wi
gude pou theough the program setup precess. Flaase wak

Decompresting EMS msi

(RSN NAR AR NSRRI RN

After EMS has been successfully installed, there will be two program icons
created on the desktop and the installation directory. Typically as following

appearance:
é’“é)/EMS Server Program Icon ’

.Egg/'/EMS Client Program Icon ’

EMS software installed finished.
Note: EMS can be directly startup when set-up finished, PC restart is not needed.
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3.1 MySQL Database Startup
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3.2

MySQL database must be startup before EMS software. Normally, MySQL should
has been running up when configuration wizard successfully finished. Following
method can be used to verify if MySQL database is already running up.

Right click My Computer icon, select “manage” option and then open the “service”
window to verify if the “MySQL” service status is “started”.

EMS Software Startup

EMS software is C/S structure, including Server and Client two parts. Server
program must be started first, and Client program should be run up when Server
has been successfully started.

Double click EMS Server program icon to run it. There will be a Server icon
located on the program running field, typically as following:

MEMS Server Program Running Icon

Note: EMS Server will take several seconds, normally it will not longer than 30 seconds. If

the program running icon can’t be found there, EMS Server startup failed. In this condition,
you should check to verify if the installation requirements are satisfied and if the MySQL
database is successfully configured and started.

After EMS Server has been started, EMS Client program can be run up. Client
and Server program can run on a same computer or a different computer, just

need the network between them communication well.

Following logging window will appear after the Client software successfully started.

Login
lUser name: i |
Passwiard: | |
Language
O T (@ English
Advances= ‘ ‘ ok || Cancel ‘
I §

If Server and Client software are installed on a same computer, you should just input
the correct username and password. If they run on different computer, you need set

the Server's IP Address through the Advance configuration part. The typical
13/65
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interface is as following.

-

‘Login
. Username |admin |
L3
Password: | |
Language
) fa I @ English
Advancess | | 0]34 ‘ ‘ Cancel |

Zonnection deploy

Foll Server:  [192.168.10.3 | Port: (8888 |

Timeout{Secy; (5

As above, Poll Server field is the IP Address (e.g.: “192.168.10.3") of the computer
on which EMS Server is running. The other fields, Port and Timeout use the default
value normally. If the transmission delay between Server and Client computers is
not so good, you can change the default Timeout value to a larger one.

Note:

1) The default Poll Server IP Address value is *“127.0.01", which is the Loopback Address
of the local computer. You need not change this value to other Address if the Client software
runs on the same computer with Server software.

2) The default username and password are “admin’ and “1234”. You can change them
when logging in.

The main software interface will appear when successfully log in. The typically initial
window is as following:

M swan v L ~ew - -

vy WiEd]

By now, EMS Server and Client software has been successfully start up
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4 EMS Software Frame Introduction

4.1 4.1 Main Frame Overview

After successfully login, software comes to main frame. Following is a typical

appearance.

Gl Elencnt Nanagement System

System Alarm Config Performance Help

(@& [#](a]s]

5Ty [« alafmlz) v(B[e =

A 152.165.120.100 B
- (S 192.165. 1. 100
SR Suitch Control Modu
= 4 Pon Module
El &8 Pore-1
- EEES [00:00: 02000

- [ [ 00: 00: 157000 |§2163! 00 )

A ONU-13 ONU-4
S Porc-3

5 rorc-4
&8 Port-5
8 Port—6 I
8 Port-7
L #mrores

[4]

o ] [+
4] i [ To] [\ 2an

Clear | Severity | Handler | Trap Object | NE IP Address Time Resume Tine _ Descript

4] Tl 3|

Trap Log | Operation log

Current User:admin 06/02/2015 16:52:29 adwin Query [Switch Card Type:Factory Serial:Havdvare Revision;Software Version:Runming Status;Rusning Time:] success: Device:

As above figure, main frame contain following several parts:
ELEMENT FUNCTION
Main menu contain System, Alarm, Configure,
Performance and Help parts. Their main features are as
follow:
» System Menu
Including System Configuration, MIB Browser,
Database Maintenance and User Manage, etc.
» Alarm Menu
Alarm Query, Configure Trap Rule and System Log
1 Main Menu are within this menu.
»  Configuration Menu
Top-tree update, device add/delete, device
configuration, map update and device upgrade
features are located in this menu.
» Performance Menu
Including performance monitor and alarm threshold
configuration.
» Help Menu
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Change software skin, language and About information.

Top-tree
Device List

The Top-tree list contains all the added and accessed
devices managed by EMS. Through this device list, manager
can view some visual device information, such as online or
not, alarm status and location info etc. Double click the
device icons can navigate to their management interface
window.

OLT has 5 type management objects, including chassis,
switch and control card, PON card, PON port and ONU
device.

Topology
3 Shortcut
Bar

Use these buttons to manage device icons on the
background map.

Topology
4 Map
Window

Topology Map window is the main area of EMS. The topology
map of managed device is displayed here. For convenience
of managing, manager can move device icons to their
installation locations which are normally matched with the
background map.

By double click the device icons located on the map,
manager can open the corresponding device management
window to operate.

In this area, manager can also redraw, add or delete the
passive network components manually, such as fiber link and
splitter device, in order to make them meet with the actual
network deployment.

Alarm and
5 Log
Window

This window located on the bottom of the main frame,
including Alarm Log and Operation Log page.

Alarm log page shows and records the real time alarm
information, including alarm object, occur time and alarm
content.

Operation log page shows and records the manager’s
operation records, in order to trace back when needed.

4.2 Device Management Window

For device management, EMS is mainly through the corresponding device
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management window to operate. Through the Configuration menu or double click
the device icons located on Top-tree or topology map, manager can open the device
management windows. Following are several typical examples:

B TS E EL 18, GU G2 G Gls iSOl o ote

AT S R B

Switch and Control CardWindow ONU Management windows

5 Management Object Add/Delete

5.1 Location Add/Delete

For convenience of managing numerous devices, divide them in different regions
according to their deployed locations is normally needed. According to following
steps to divide management regions:

1) Adda Location node on the Top-tree list. Showing as follow:

lgd Element i'anaguant Systn

System  Alarm anﬁgi Performance Help

dla 4 [03B3:40]ONU-4 » |

(8 Top Tree Add » 4 Add Locamion |
= (. e ¥ Modify % AddDevice |

Add

Submenu

-q ¥ Delete
Add “Location” | & 48
Change Map
Shortcut Icon = Upload Map
Device Upgrade
'_nl..—'a-.} [01 A533]

B (01:3E:DO -
+ 4 Forr 2
- Ak Ponm 4

& @@ location

17/65
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As above figure, through AddLocation menu or its shortcut, open add
location operate window, as following:

e |
Parent Mode: |Tap Tree v
Location: | |
oo | 5

OK Cancel

Operation steps:
i. Select the parent node for new added node;

i Input the name of new node;

iii. Select map for the new location node (The map should be upload
first), when select this node on top-tree, the topology area will apply
this map;

2) Location node delete

® A& Pomr 4

5 @ locgsan- 1
& Wy Add Location S
L Add Deyice
2 Modify
| % Delete
Change Map Ir _EEE
1

As above figure, right click the selected location node and delete it.

5.2 Add/Delete Device

The managed element device should be added to EMS manually. According to
following steps to add an OLT device to EMS.
1) EPON OLT device add
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_J Pon Module L3 |
p Trae JLhad » 4y AddLocation T=Tus = .
cdata| ¥ Modify % AsdDevice o e[| (] o = _-. NS
Fl 3¢ Delete Add “Device” Submenu+’
Change Map
Map Manage

Device Upgrada

As above figure, through Add Device sub-menu or its shortcut to open
the device add window.

Ef Add Device

Shmp set Timeout(dec): |5

Location: |1ab |~
Dewice Type: EPON_1T5F ||
Dewice Name: 192.168.1.100 |
IF: l192.168.1.100 |
Fead community: |nuu |
Write community: |nuu- |
Poll Interwval(Sec.]): |5 |

|

|

Snmp get Timeout(Sec): |5

0K Cancel

As above figure, the new added device need configure following
parameters:
v" Location
Select the location node where the added device should be located.
v' Device Type
Select the device type for the new added device. EMS can manage
EPON OLT and other EPON products. So, it is needed to select
correct device type. Select EPON_1U type for OLT equipment.
v' Device Alias
In order to recognize the managed device easily, a suitable alias is
normally needed instead of IP Address or MAC Address. This device
alias will be displayed on top-tree list.
v' IP Address
Input the management IP Address of the new added element device,
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which can be in-band or out-band IP Address.

v Read and Write Community
EMS software is designed based on SNMP protocol to communicate
with managed devices. Read and write community is used by SNMP
protocol as access password. Community value input here should be
the same with which configured in managed device, such EMS can
communicate with the managed device successfully.

v" Polling Interval and SNMP Read and Write Timeout Value
EMS software will poll the managed device periodically with a
configured time interval. Normally, the poll interval can use the
default value. SNMP read and write timeout values are the longest
wait time for EMS to wait response from managed device. Usually,
the default value is suitable. Manager can also revise these values
according to the real network performance situation.

When the above parameters are configured, click OK button to finish the
device add operation. When success, the new added device’s icon will
appear on top-tree list and topology area. Showing as following figure:

B PFori
o H
- 4 i .
. 2 New added device
& For2. icon located on

New added device

-, topology map

icon located on

top-tree “location”

node il eguipmend

Note: For EPON OLT device, only the chassis node need to be added manually,
other part such as equipped card and accessed ONU device need not to be
added. These devices will be detected automatically.

2) Delete EPON OLT device
Obsolete or unwanted device on top-tree list can be deleted from EMS. Right
click on the selected device icon and select Delete option to delete a device.

Note:
i Deleted device can’t be restored and need to be added when need.
ii. All the information of the deleted device will also be removed from
EMS.
iii. None any configurations on the deleted device itself will be changed.
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6 EPON OLT Management

6.1 OLT Chassis Management

Double click the OLT chassis icon to open the chassis management window.
Typically as following figure:

ﬁ Device Information

GES LEG GE1EER EON

G GEE GET G

“* > p__pa Pl P4 PS5 PE_F1 PE_ GEl GER GEl GEY GES £8
| - - e - e e+ o - - - - - - < )

GEl LER GEJ GEY RUK RST

System Basic Information

Chassis Type | | | Factory Seral o 1409220001

Revision 21.7(5ep 18 2014) M Alarm LED | [l

Alarm Description no alarm now! System Description |pLT |

Systern Location System Contact | |
Remesn | | met | | saveconng

OLT chassis management includes following several parts.
Front Panel

sixteen uplink ports, eight PON port, one console port, one out band network
management port.. Led Indicator located on the card panel graphic display the
card’s real time working status.

When EMS can't connect with the OLT the windows will change to gray color.
Basic Information

The basic information of device type , SN, Version, Alarm Status, System
Description, Installation location and manager contact information.

6.2 Switch and Control Card Management

Double click switch and control card icon on top-tree list or the card panel icon
located on chassis management window to open the switch and control
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management window. Typical as following figure::

Efl Contzol Nodule Nanagement

LES CES CE1CEH  [ONM
Pl P2 P31 Py P5 PFE_ P71 PH GEl GE2 GE3 GEY GES GEE GE1 GEB

[ o - - e L~ JGIRE: - 15R - - -
RS LE] CER
Basic Information
Suilch Card Type | | | Factoy Serial 1409220001
I Basic Information Hardware Revision ¥3.0 Software Yersion 2.1.7(Sep 19 2014)
Hetinterface Manage Running Status | I ‘ Running Time 0 hours, 49 miﬂulea, 50 seconds

User Manage
Trunk Managment System Config

YLAN Management
bk Console Fort Speed [ [T P adaress [192.188.1 113 |
ONU Authority Metwork Mask [355.355 3550 | oateway [192:1681 1 |
Part Mirror
IBMP Snooping Config Read Community |pub|m ‘ Write Community |privale |
= Port Trap Receiver 1 IP Address [192.168.1.101 | Trap Recsiver 21 Addrass |u noo |
Part Properity
Port Status Trap Receiver 3 IP Address |U.U 0.0 ‘ Trap Receiver 4 [P Address |El 0.on |
Switch Mode Configure
Switch Mode [normal "|
Refresh | ‘ Set | | Reboot | | Default | | Save

Following management features are contained on this window::

® Get or set device configuration information, such as IP Address, Trap Receiver
Address, SNMP parameters, etc;

® Get or set management user information;
® TRUNK management of switch part;

® QINQ management of switch part;

® VLAN management of switch ports

® RSTP management of switch part;

® Port Mirror management of switch part;
® Status and configuration of switch ports;
® ONU Authority management;

® Display status, attribute of port

Following sections in this part introduce the management features contained on the
switch and control card management window.

6.2.1 Device Basic Information and System Configuration

Open Basic Information windows.

Basic Information

Include device type, serial No, software and hardware version, running status and
time information.
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System Configure
Configure or check the IP Address, Subnet Mask and Default Gateway.
Note:

1) The network parameters configured here are for the out-band interface of
EPON OLT device.

2) Out-band IP and in-band IP can't on the same network segment.

3) Usually, EMS will lost the connection with managed device when change
the network parameters. Manager should change the network
parameters of the managed object in EMS to the same value with the
parameters configured in the device itself to recover the connection.

Configure or Check SNMP Read/Write Community
Note:

1) The Community values configured here are the parameters of the
managed device itself.

2) EMS should use the same Community values to access the managed
device.

Configure or Check TRAP Receiver Address

The TRAP receiver address is the destination IP Address where device
alarm information is sent. When there are alarm occurred, these alarm information
will be sent to these configured target IP Address. Usually, the TRAP receivers are
those computer servers on which EMS software is installed. Four receiver IP
Address can be configured at most.

6.2.2 Mode of OLT

=
=j| Control Module Management:

Basic Information
Net Interface Manage

OLT Device [FD1108S v

Ps P51 Pa
) G- JRGT- A - RIeC- 13 G- o

Basic Information

GEZ GE3 GEM

GES GEG GE1GER  CON
GEE GE1 GEB

e

Switch Card Type |

Factory Serial Unknown

Hardware Revision Unknown

Software Version 2.1.8(0Oct 27 2014)

Running Status ‘

System Config

Running Time 2 hours, 29 minutes, 32 seconds.

Console Port Speed

IP Address 1192.168.1.100

Network Mask 255.255.255.0

Read Community ipublic

Gateway 192.168.1.1

Write Community private

Trap Receiver 3 IP Address|0.0.0.0

Trap Receiver 4 IP Address|(0.0.0.0

Switch Mode Configure

Switch Mode [normal

normal
switch

onebyone
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On “Control Module Management” Windows, you can find Switch Mode Configure.

There are three different mode for your choice.

The switching function is running by a 16 GE ports switcher of OLT, 8 ports are for uplink, 8
ports are for downlink with PON port. Each down link connects to a PON port.

switch All the port work on layer 2 switch. The PON ports can communication each
other, and use any GE port for uplink.

onebyone Each PON port and a uplink GE port are a group. The group is isolate with
other group

normal It is default mode. Pon port is isolate. Eight uplink ports run layer 2 switching.

6.2.3 In-band Network Interface Management

Open “Network Interface Management” page, typically as following figure:

=j| Control Module Management:
__—

GES GEG GE1GER  CON

Pl P3Pl P4 PS5 FE__P1 _PA_ GEl GE2 GEI GEM GES GEE GE1 GER_
TR0 - TR0 - TG0 - 79 - T - T - - 79 - - AT - RIRC - % SRR R R

q
i | Netinterface Table

AUX RST

OLT Device [FDll'_‘ES N7
L . Index Name IP Address Network mask |Defaut Gateway|VLAN[1~4094] Shut Down Status

L fecn1 [192.168:1.100 [255.255.255.0 [192.168.2.1 |1 loperational up
Basic Information

hec Interface Hanaqg

IP Address 192.168.1.100 Network mask [255.255.255.0

Defaut Gateway (19 VLAN[1~4094] |
Shut Down operational |~

Refresh Set

EPON OLT supports In-band and Out-band two network management interfaces.
Any one of the eight uplink port can be used as In-band management port without
any special specified.

Now, one network interface identified as “vi0” can be used as in-band network
interface. Manager can configure its network parameters on this page, such as IP
Address, Subnet Mask, Default Gateway and Management VLAN. This network
interface can also be disabled.

Note:

1) The default configuration is: enabled, IP
Address:192.168.1.100,Management VLAN: disable (VLAN 1);

2) In-band network IP Address can't be configured as the same network
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segment with the Out-band IP Address;

6.2.4 User Management

Open “User Manage” page.

This page contains users’ information which is used to access the CLI management

interface.
Note:

1) The users list in this page is used to access CLI interface and not used to login EMS

software.

2) Now, the CLI users information cannot be modified in EMS, it can be done through

CLI interface.

6.2.5 Trunk Management

EPON OLT supports IEEE802.3ad Link Aggregation standard trunk protocol.
Trunkallows very high bandwidth interfaces to be created by bundling multiple
physical links into a single logical link. Traffic forwarded to the trunk interface is
load-balanced across the physical links, thus achieving an effective bandwidth
close to the aggregate bandwidth of each of the port members of the trunk

group.

Open “Trunk Management”
configuration example.:

Following figure shows a Trunk

=i| Control Module Management

OLT Device [FD1108S [~]

Pl P2 P3 PY PS5 PB P1 PH GEl GE2 GE3 GEY GES GEBE GE1 GEB
R - - T - - - 0 - - 9 0 - - - - 0

q
)| Trunk Table

Trunk Group IOTrunk Group Members

LES GEG GE1GEE  CON

AUX RST

Balance Operator v | Set

,“V

Basic Information
Net Interface Manage
User Manage
Frunk Managment
VLAN Management
RSTP
ONU Authority
Port Mirror
IGMP Snooping Config
= Port
Port Properity
Port Status

Trunk ID [ 1—%
Trunk Member
[Jrort1 [JPort2 [JPort3 []Port4

[ eorts [Jrorté [JPort7? []Porte

r

r i
| _Refresh || Add [[_ Delete |

EPON OLT TRUNK features:

v" TRUNK can applied on all eight uplink ports;
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v' Support t trunk group at most four;
v" Each TRUNK group support eight physical ports);

EMS Trunk management features supported in EMS are as following:
Trunk Table

This table displays all the configured Trunk groups and their port members. Trunk ID
is used to identify one Trunk group uniquely.

Trunk Group Add

Allocate an unused Trunk ID, choose the port members for this group (only
those un-allocated ports can be chosen), then click Add button to create a new
Trunk group. The new added group and its members will be displayed in “Trunk
Table”.

Trunk Group Delete

Select a Trunk group entry to be deleted in “Trunk Table” and click Delete
button to delete it. Click “Refresh” can get the running information of TRUNK.

6.2.6 Configuring VLAN

VLAN (Virtual Local Area Network) is the standard mechanism used today to
partition a single Layer 2 bridging domain into multiple, separate, independent
bridging domains. Conceptually, each VLAN constitutes a bridged network.

VLANSs provide many useful features such as:

® Better utilization of bandwidth by reducing flooding of Broadcasts, Multicasts,
and unknown Unicast packets to relevant ports only.

® Natural mechanism to separate traffic with different protocols or departmental
traffic.

® Increased security by preventing access between VLANs. For example,
networks with sensitive information such as marketing and finance can be
separated from the rest of the network.

EPON OLT equipment switch engine is fully compliant with the IEEE802.1Q VLAN
standard and has following main features.

v' Support Port-based VLAN and IEEE802.1Q VLAN;
v' Support full 4K VLAN group, VID range 1~4095;

v' All switch ports, including uplink ports and downlink ports support VLAN
partition;

v VLAN 1 is the system reserved VLAN, it includes all switch ports, all ports is
UNTAG mode;

Open “VLAN Management” page, typically as following:
26/65



EPON OLT User Manual-EMS Software

=i/ Control Module Management " - . M
GES GEG GE1CER  CON
Pl GE2 GEJ GEY GES GEE GE1 G

B N

{
L}

—_— = = r
OLT Device [FD11085 [ ]| ¥22nkE)| EcxenshRorea [Uncagged Porta [[J VLAN Enable Set
7 :

|{Port1;Port2; Port3; Port4; PortS; P. . . |{Portl; Port2; Port3}

Basic Information i Vlan ID | 1%‘ Refresh | |‘
Net Interface Manage ) |

User Manage Egress Ports

Trunk Managment [Jrort: [JrPort2 [JPort3 []Portd

@ Management

RSTP [Jrorts [Jrorté [JPort7 []Porte
ONU Authority - - - P

Dart Mishan [Jrortes [JPortio []Portii []Porciz
GMP Snooj Conf = - = =

IGMP Snooping Config [Jeo... [JPortis4 [JPortis []Portie

E Port

Port Properity

Port Status Untagged Ports

[Jrort: [Jrort2 [JPort3 []Port4
[Jeorts [Jrorté [Jrort? [JPorte
[Jrorts []Portio []Portil []Porti:

[Jro... [Jrortia [portis []Portie

4

Add || Delete ||  sec

Ii |
Refresh ] [e [ wexc | | L
efres| First rior ext | ast
F | |

VLAN Enable/Disable:
Use the VLAN Enable option, manager can enable or disable VLAN feature.
When disabled, all ports working on VLAN Unaware mode.

Add a new VLAN group:

1) Setthe VLAN ID;

2) Choose the port members to be assigned to this VLAN group in Egress
Ports list;

3) The default TAG modes for all port members are TAG Mode, remove
the default option on the specified ports when these ports need to be
configured as UNTAG mode;

4) Click Add button to create the new VLAN group;

5) Left VLAN Table will list all the created VLAN groups;

Change created VLAN groups:
1) Select the VLAN group entry to be changed in VLAN Group table;
2) Modify the port members belong to the selected VLAN, or change their
TAG/UNTAG mode;
3) Click the Set button to apply the new VLAN partitions;

Delete created VLAN groups:

1) Select the VLAN group entry to be deleted in VLAN Group table;
2) Click Delete button to delete the selected VLAN;

6.2.7 RSTP

The Spanning Tree Protocol (STP) is a network protocol that ensures a loop-free
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topology for any bridgedEthernetlocal area network. The basic function of STP is to
prevent bridge loops and the broadcast radiation that results from them.

Spanning tree also allows a network design to include spare (redundant) links to provide
automatic backup paths if an active link fails, without the danger of bridge loops, or the
need for manual enabling/disabling of these backup links.

Rapid Spanning Tree Protocol (RSTP) is defined in 802.1w standard by IEEE. RSTP
provides significantly faster spanning tree convergence after a topology change,
introducing new convergence behaviors and bridge port roles to do this. RSTP was
designed to be backwards-compatible with standard STP.

OLT supports full RSTP protocol features. Open “RSTP Configuration” page to
manage RSTP configurations. Following is a typical operation screen:

— — — — — -
8 Control Module Management ) a ° [
GES GEG GE1GER  CON
; Pl P2__Pl P4y PS5 PE__P1 PR GEl GE2 GE3 GEY GES GEE GE1 GEB
- |- o - |- - - e - e e - -
AUX _RST
{ i
o RSTP Bridge Config
OLT Device |FD1108S v | T
=l "I || Enab1e [dlsable || Max Ager6-~40](s) 201
| =
Basic Informtion Forward Delay[4~30] (s) 15/ Transmit Hold Count[1-10] (Frame/s) 6
Net Interface Manage Bridge Priority [p3276e | v| Bridge Mac E0-67-B3-00-00-00
User Manage
Trunk Managment Root Bridge Priority 0 Root Bridge MAC 00-00-00-00-00-00
S8 Mapaaeeens Hello Time(s) 2 Root Path Cost 0
RSTP
ONU Authority RSTP Port Config Table |
Soxe N Port ID Mode RSTP Priori|Path Cost[1|mCheck Port Config|Port Status|Link Config|Link Status|SIP State
IGMP Snooping Config - ~200000000]
i gel [rstp p128 | ldisable  lauto lnonEdge lauto ib2p [inkdown
Port Properity ge2 [rstp lp128 ldisable [nonEdge lauto p2p |linkdown |
Port Status ge3 [rstp 128 ldisable InonEdge lauto p2p [linkdown |
ged [estp Ip12e ldisable InonEdge lauto p2p [1inkdown
ges [estp p128 ldisable InonEdge lauto Ip2p [1inkdown
ge6 [estp 128 ldisable lauto InonEdge Jauto Ip2p [1inkdown |
ge? [estp 128 ldisable lauto InonEdge lauto Ip2p [linkdown |
ges rstp lp12e ldisable auto lnonEdge lauto b2p 1inkdown
Refresh | | Set

In this page, following required parameters for RSTP operation can be configured.
RSTP Bridge Parameters
» RSTP Enable/Disable

RSTP function can be enabled or disabled by setting Enable parameter as
“Enable” or “Disable” option;

» RSTP Bridge Priority

Bridge priority is used together with bridge MAC to select the Root Bridge of the
spanning tree. The Bridge priority default is 32768 and can be configured in
multiples of 0, 4096, 8192, 12288,16384, 20480, 24576, 28672, 32768, 36864,
40960, 45056, 49152,53248, 57344 and 61440. The smaller priority value has a
higher priority.

» MaxAge

The max age timer controls the maximum length of time that passes before a
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bridge port saves its configuration BPDU information. This time is 20 sec by
default, but you can tune the time to be between 6 and 40 sec.

» Forward Delay

The forward delay is the time that is spent in the listening and learning state.

This time is equal to 15 sec by default, but you can tune the time to be between
4 and 30 sec.

» Transmit Hold Count

Specifies the maximum number of spanning tree frames (BPDUS) the system
can transmit on a port within the Hello Time interval. The default value is 2 and
the valid range is 1 to 10.

To configure the above spanning tree parameters, after changing their value, click
Set button.

Besides of the above configurable parameters, Bridge MAC, Root Bridge MAC,
Root Bridge Priority, Hello Time and Root Path Cost parameters value can be
viewed on this page.

RSTP Port Parameters
»  Port Priority

Specify the port’s priority in relation to the other ports. Lower value has higher
priority. The port priority valid range is 0 to 240 and can only be configured in
multiples of 16. The default value is 128.

> Port Path Cost

Specify the relative cost of sending traffic through the port. In the same
condition, the lower Path Cost port will be the forwarding port.

Each port has an associated path cost within a spanning tree instance. The path cost
represents the relative cost of sending network traffic through that port. By
manipulating the path costs of different ports, you can steer traffic toward paths
that are either faster, more reliable, more economical, or have all of these
qualities.

The value of a path cost can be in the range of 1 to 200,000,000.
» Protocol Migration Check

This feature is used for RSTP protocol to comply with STP protocol. When the
“mCheck”parameter for a port is set to “enable”, this port will check the version
of received BPDUs. When the port works in different STP version with its
partner, it will migrate to the partner’s version.

» Port Configure (Edge Port Enable/Disable)

One STP port can be configured as “nonEdge”, “edge” or “auto” port.

An edge port is an interface that connects to an end station rather than to another
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spanning tree bridge. When the port is configured as “auto” mode, the system
determines whether the interface is an edge port, and if so, automatically designates the
interface as an edge port. The system determines edge port status by monitoring the
interface and verifying that it does not receive any incoming STP or RSTP frames
(BPDUs).

» STP Link Type (Configure)

When you specify an STP link type, you ensure that STP uses the correct optimizations
for the port. Possible values are“auto”,”p2p” and “shared”.

When you set the STP link type to auto, the system determines the spanning tree link
type, which is based on the active duplex interface property.

When you set the STP link type to p2p, the system uses the optimizations for
point-to-point spanning tree links. Point-to-point links connect two spanning tree
bridges only.

When you set the STP link type to shared, the system uses the optimizations for shared
spanning tree links. Shared links connect two or more spanning tree bridges.

6.2.8 Port Mirroring

Port mirroring is used on a network switch to send a copy of network packets seen
on one switch port (or an entire VLAN) to a network monitoring connection on
another switch port. This is commonly used for network appliances that require
monitoring of network traffic, such as an intrusion detection system.

To use the port mirroring feature, you must designate one or more source ports and
one destination port. The source ports are the ports whose packets are mirrored and
monitored. The destination port is the port where the packets from the source ports
are copied and where the network analyzer is connected. There can be only one
destination port on the switch.

EPON OLT switch engine support port mirroring. All switch ports, including uplink
and downlink ports, can be designated as source ports. One of four uplink port can
be designated as destination port.

Open “Port Mirror” page to configure port mirroring function.
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8l Control Module Management

GEE_ GE1 ;]

0

LES GEB GE1 GER

AUX_RST

Source Port Source VLAN (Ingress Direct)

Ingress Direct Egress Direct

[Oreorca [Jreorc2 [Jrorts []Ports [Jrorer [Jrortz [Jrorcs [Jrorcs

[Jrorts []Porté ]Port? []Porte [Jrores [Jrorté [J]Port? ] Porte

[Ororcs [Jrortio [Jrortii [Jrorti2 | [Jrorts [

LJPorc13 | |Portl4 | |PortlS [ ]Portlé | Port13

Add Delete

Destination Port v

Refresh Set

Here are guidelines for setting the port mirroring feature:

1)

2)

Select source ports. More than one port can be selected as source
ports. You can mirror the ingress traffic, egress traffic or both on the
source ports.Portl~Portl6 can be source ports.

Select destination port. Only one uplink port can be designated as
destination port.gel~ge8 port can be destination port.

6.2.9 Switch Port Management

This part describes how to display and modify the switch port settings of EPON
OLT. The switch ports of OLT includes 8 uplink ports (gel~ge8) and 8 downlink
(connect with PON interface) ports. Eight uplink ports is identified as gel to ge8
from uplink port 1 to 8, and two downlink ports is identified as ge9 to gel6 from
downlink port 9 to 16.

Open “Switch and Control Card” management window. The “Port Property”
page contains the port configurable parameters and the “Port Status” page
displays the port working status parameters.

6.2.9.1 Port Property Settings

The port property page typical view is as following figure:
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Cnntzul Nodule Nanagement

The port list table on this page includes all of the six switch ports. Some
parameters are configurable for all ports and some other can only be configured
on uplink ports. The parameters displayed as gray style in this table cannot be
modified.

Following are the parameters description.
» Port Enable

Uplink ports can be shut down by setting the Port Enable parameter as
“disable” status. Downlink ports can’t be disabled.

» Speed and Duplex

The speed and duplex mode for uplink ports can be configured. Speed
parameter can be set as 10M, 100M and 1000M in “copper” mode and fixed
as 1000M in “fiber” mode. Duplex mode supports Full Duplex, Half Duplex
and Auto Mode.

> Flow Control

Uplink ports Flow Control mode can be configured as “enable”, “disable” or
“auto” mode. The default mode is ‘auto’ mode.

» Port Priority

The default priority for uplink ports can be modified and the valid range is 0 to
7. The higher value has lower priority.

> PortVID

All ports default VLAN ID can be modified, and the valid VID range is 1 to
4094.

» Nested VLAN
Nested VLAN is also called QINQ. When port-based QINQ or protocol-based
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QINQ is needed on one port, the Nested VLAN mode should be enabled first.
All ports support Nested VLAN configuration.

> Broadcast, Multicast and Unknown Unicast Rate Limit

Uplink ports support rate limit for Broadcast, Multicast and Unknown Unicast
traffic. When one of these traffic type is limited, it will be transmitted under the
configured rate value. The rate units are Kbps and Kpps optional.

6.2.9.2 Port Status

This page displays the uplink ports working status, including following
parameters:

v' Plug Status: SFP transceiver installed or not.

v' Link status, working speed, working duplex mode, flow control mode, and
etc.

Parameters displayed on this page can’t be modified.

Following is a typical page view.

Efl Control Nodule Nanagement

LES GEG CET CEA CON
PortID Link State "Work Speed Wyork Duplex YWark Flow Contral
DI LE JGEL) linkip mbps1G ulIDup off
L ez linkDiomery mbps1G UllDup off
Basic Inforrmation llae3 linkD awen rbps1 G ulIDup off
et Interface Manage aed linkDowr mbps1G ulIDup off
UsspMansie |oes linkDown mbps1G ullDup off
Trunk Managment
YLAN Management nef linkDiowm mbps1G uliDup off
RSTP loe? linkDown mbps1G UlIDup off
OMU Authority oes linkD oy mhps1G ulIDup off
Part Mirror
IGMP Snooping Config
E-Port
Part Properity

6.2.10 ONU Authentication

EPON OLT device supports authentication feature to accessed ONU devices.
There are “disable”, “MAC", “LOID", “Hybrid” mode.
ONU authentication function is system level feature and the configuration
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applied to all PON ports of the whole device.

When authentication function is enabled, only those authenticated ONU
devices can register to OLT PON ports and others cannot register to OLT PON
ports.

Open “Switch and Control Card Management” window, into “ONU
Authentication” page. Following is a typical interface.

Efl Control Nodule Nanagement

EES CEE CE1CER  CON
Fl P2 P31 P4 PS PE P1 PH GElI GE2 GEJ GEY GES GEB GE1 GEH
0 2 ORRC - 0~ 72 (20 TR - ORJRE - 0a(ar - 72 (A - - R - TaJat - 72 (30 ok - JRURC - fafar- EIIIH L )
=< EE| CEZ LE3 CEY
QLT Device ‘ authMethody2 [disable - Set
|disakle
Basic Information D
Met Interface Manage Loidd
User Manage Hyhricl
Trunk Managment blacklist
WLAMN Management jwhitelist
RETR
QML Authority
Port Mirror
IGMP Snoaping Config
=-Port
Port Properity
Fort Btatus

To configure the ONU authentication function, perform the following procedure.

1) Choose one authentication mode through the Authentication Mode
dropdown list.

2) Click Set button to enable the chosen mode.

3) Click Add button to add a MAC or a MAC range to the “MAC Address List”

table.
B | orutuchihi
rgﬂ Add White MAC Address ﬁ
Bdd Way E@i}mss ATTEY -
PON Port
Begin Mac | |
EndMac | |

4) Click Delete button to delete one or more MAC entry from the “MAC
Address List” table.
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authMethodV2 |Mac v| | lsec BON Port |Pon Port-1|w| (*Black Mac list and White Mac list should select a pon port!)

White MAC Address List

‘au\:hhhicelist}'.acinczzld VgcnuAuchhhicelisc}‘.acAddx
LOID Mode
authMethodV2 |Loid |v| | e |
Loid List
authLoidEntryId omuAuthLoidStrings [0~255] |cnuAuthPasswcrdS|:rinqs[D-—ZSE]
Hybrid Mode

authMethodV2 [Hybrid |w et BON Port |Pon Port-i |v

White MAC Address List

(*Black Mac list and White Mac list should select a pon port!)

authWhitelistMacEntryId | onuAuthWhitelistMacAddr

authloidEntryld cnuAuthLoidStrings[0~255] onuAuthPasswordStrings [0~255]

Loid List

Following sections explain the several parts of authentication function.
Authentication Mode

Three authentication modes, “White List”, “Black List” and “Non-authority”,
are supported.

) Non-authority

When this mode is chosen, ONU authentication function is disabled. That
is OLT device will not authenticate the accessed ONU devices. All
accessed ONU devices can register to this OLT device. This is also the
default authentication mode.

) Black List

When this mode is chosen, the MAC address whose attributes are
“blackMAC” will be considered as illegal MACs and the MAC address
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whose attributes are “whiteMAC” will be ignored. The ONUs with illegal
MACs will be de-registered by OLT device. The ONUs with MACs that are
not included in the Black List can register to this OLT device normally.

) White List

When this mode is chosen, the MAC address whose attributes are “whiteMAC” will
be considered as legal MACs and the MAC address whose attributes are
“blackMAC” will be ignored. Only those ONUs with legal MAC can register to this
OLT device, and others will be de-registered by this OLT device.

MAC Address List Table

The “MAC Address List” table will be checked to judge if a MAC is legal or
illegal, when the authentication mode is enabled (Black List mode or White List
mode). User can add a unique MAC Address or a MAC Address range to this table
by Add operation. When do add operation, “Begin MAC” and “End MAC” should be
input. A uniqgue MAC will be added if the two MAC Addresses are the same. When
add a MAC Address range, the “End MAC” value should be different with the “Begin
MAC”. Note that the “End MAC" value should be numerical larger than the “Begin
MAC” value.

When add a MAC entry, the “blackMAC” or “whiteMAC” attribute should be
chosen to logically assign this entry to Black List table or White List table.

6.3 PON Cad Management

This section describes the management functions of EMS software to manage
EPON OLT device. Currently, EPON OLT have 4 or 8 PON ports.

Double click the PON card icons in topology tree or the PON card graphic in chassis
management window to open the “PON Module Management” window. Following
is a typical page view.
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r - B
=i Pon Module Management - - - . M

P2 P3 PH PS5 FE P11 PH G GE2 GE3 GEM GES GEE GE1 GEB

T o o D

Basic Config
OLT Device |FD1108S = Running 5ta:us| ‘ |Running Time 0 hours, 2% minutes, 50 seconds.
FirmVer V4.2.7.58

Basic Information
Interface Informaticn
Bridge Config

Onu To Onu i

Refresh ‘ ‘ Reboot || Default || Save Config

6.3.1 Basic Information View

Open “Basic Information” windows, it displays the PON Card firmware version,
Running Time, and Running Status etc.

The led indicators located on the front panel graphic display the PON module’s real
time working status. There are eight LED on the left marked P1~P8, are indicator of
status of ONU connecter with the PON port.

6.3.2 Basic Operation

On “Basic Information” page, user can reset the card, default the card to factory
configuration or save the configurations by click the corresponding operation
button.

6.3.3 OLT Management

Open ‘OLT Management’ page, following is a typical page view:
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- My
=i Pon Medule Management — —— - w

Pl P2 P3 PH PS5 FE P11 PH G GE2 GE3 GEM GES GEE GE1 GEB

B I [ e

 Pon Interface Basic Config

OLT Device [FI1085 <1l ||| pon Port 14 [pon Pore-1 || ort Enavie [enap1e I~
] 1
OLT Work State | | | #ax 111D tumber(o-256] —
| =
Registered LLID Number 5 OLT MAC Address 00-13-25-00-00-00

Basic Information

Enr.erface Information Lccess ONT Number a

Bridge Config

Onu To Onu

On this page, user can do the following operations:
» OLT Enable/Disable
Enable or disable the PON ports of this PON card. When the PON ports are
disabled, all ONUs registered on this card will be de-registered. Note that some
other configurations can only be modified when the PON ports are disabled.
» Max LLID Number
This parameter is the max LLID number allowed to register for per PON port.
One ONU device may register one or more LLID to the connected PON port.
This parameter can only be modified when the PON port is disabled.
» LLID/ONU Registered Number
These parameters display the registered LLID number and the registered online
ONU device number for per PON port.

6.3.4 OLT Bridge Configuration

Open “Bridge Configuration” page, user can modify the following bridge
parameter settings:
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[;ﬁPon Nodule Nanagement

GES GEG GET GER  CON
[ FY4_  P5 F1 PH  GEl GE@ GE3 GEM GES GEE GE1 GEB

P2 P3 FB
- OG- JRISF - JGIRF - 3% 27 - TGl - J%er - JalAr - %) - JalAr - R - -

Bridge Parameters Config

GLT Device MAC Aging T\me[ﬂ~2419200](8)| SDDH WAL Owerwirite |énab|’e |v|

Easic Information
Interface Information
Bridoe Config
OnuTo onu

» MAC Aging Time
The aging time for MAC Address learned on PON ports. The valid value range
is 0 to 2419200 seconds. When this value is 0, the MAC aging feature is
disabled. The default value is 300s.

» MAC Overwrite
When this function is enabled, and the dynamic MAC table is full, new learned
MAC Address will overwrite the oldest MAC entries.

»  Discard Unknown MAC
When this function is enabled, the bridge engine will not forward unknown
unicast packets.

» Forward TAG Frame on Simple Bridge
When this function is enabled, the bridge engine will forward all tag and
untagged frames. When this function is disabled, the bridge engine will forward
only untagged frames.

Note:
1) All the above parameters can only be modified when the PON ports are
disabled.
2) EMS software will disable all PON ports first automatically when modify the
above parameters, and then enable them when finished.

6.3.5 ONU P2P

Due to the nature of the EPON network structure, the ONU device registered on the
same PON port cannot communicate with each other. This feature will affect some
special application. If the communication is required, the P2P (point to point) function
must be enabled.
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On the “P2P Configuration” page, user can enable or disable this function.

Note:

1) This configuration can only be modified when the PON ports are disabled.

2) When change this configuration, EMS software will shutdown the PON ports
first, and then open them when change finished.

3) According to IEEE802.3 protocol, the point to point operation between ONUs
of the same PON port is not supported, so we do not recommend users to
enable this function, unless it is really needed.

=i| Pon Module Manag

- - S

P2

P3Py PS5 PE Pl PA GEl GE3 GEJ GEM GES GEE GE1 GEB E%H
e - - - - o - o - e - - - - |

Alls RST

ES LER GETLER COTE

OLT Device [FD1108S -

Bazic Information
Interface Informaticn
Bridge Config

Onu To Onu Config

EON Port Pon Port-1 ‘v| Omu To Oma Enable [disable ‘vl

(*Click 'set' will automatically reset QLT chip, ONU will be re-registered under the device)

| Ref... ‘ | et ‘

6.3.6 Configuring Logic Link SLA

SLA refers to the Service Level Agreement. In EPON system, OLT device maintain a
SLA configuration for each registered Logical Link. SLA configurations include

minimum guaranteed bandwidth, maximum allowed bandwidth, delay sensitive, and
maximum burst size parameters.

By configuring different SLA parameters, EPON system can allocate different
service levels for different customers based on their service demands.

Click ‘Logic Link’->‘Link SLA':
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Ell ORU Eanapgement

[ e
OLT Dewice [152.166.... w |y SLAConMg

T Link I Direction ID MIN Guaranteed Bandwi | Max Allowed Bandwidth Max Burst Size[32-409
Ll e | HOHELERRRETE. Ath[256-1000000] {kbps | [256~10000007 (kbps) |51 (kbytea)

Fon Port |Port-l \v| i
g 15361 pSLresn L 1000000 E2
(A [ro0:00:0.... | | [5g dowmstrean 256 1000000 128
Basic Conficure
Advanced Configure
ONU Port Manage
O VLAN
ONU Queue Manadge
0N Qos
- IGMP Snooping
IGMF Global Parameten
IGMP Port Config
EF Logic Link

Eink ALA

Link configuration only persistent after execute “"3Jawe Config”™ which in PON card basic configu...

| Refresh | | Jeit. |

As above figure, SLA configurations for each PON port, Logical Link ID and
Direction are listed in the “SLA Configuration” table. Logical Link ID is assigned
by OLT device when ONU registered to it.

SLA parameters are introduced as following:
» Minimum Guaranteed Bandwidth

Also called assured bandwidth, is the bandwidth that OLT will allocate to
this Logical Link assuredly. The valid value range is 0 to 1000000, unit is
kbps. The default value is 0.

Note: Total minimum guaranteed bandwidth for all Logical Links registered to per
PON port can’t exceed the max throughput value. Normally, it is 950Mbps
on downlink direction and 930Mbps on uplink direction. When exceed, the
guaranteed bandwidth may be not effective.

» Maximum Allowed Bandwidth

Maximum allowed bandwidth is also called best effort bandwidth. It is the
maximum bandwidth that OLT can allocate to one Logical Link when there
is free bandwidth. The valid value range is 0 to 1000000, unit is kbps. The
default value is 1000000.

» Delay Sensitive

This parameter can be set as “tolerant” or “sensitive”. The “sensitive”
option can only be set when the maximum allowed bandwidth is equal to
the minimum guaranteed bandwidth. Under this configuration, the Logical
Link will have lower delay performance.

> MaxBurst Size

The maximum allowed burst frame length on this Logical Link. The valid
41765
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range is 1 to 256, unit is Kbytes. The default value is 100. The default value
is recommended.

Note:

1) User can also view or modify the SLA configurations on “Logical Link-Link SLA”
page on “ONU Management” window. They have the same configuration results.

2) Itis convenient to modify the configurations on “ONU management” page for per
ONU device and have a whole view on “PON card management” page.

7 ONU Management

7.1 ONUManagement Introduction

ONU is the user end device in EPON system. EMS software manages the accessed
ONU devices through their registered OLT device. OLT device transmits management
operations received from EMS software to accessed ONUs through OAM frames defined
based on IEEE802.3ah standard.

EMS software supports to manage various types ONU devices, such as 1FE port type,
4FE port type, 4FE+2POTS type and 4FE+2POTS+1CATYV type, etc, as long as these
ONU devices support standard OAM features.

This part introduces the management operations for EMS software to manage 4FE-port
type ONU device. For other types, the mainly operations are the same and different
management features are introduced in their special sections.

Double click the selected ONU device icon on topology-tree list to open “ONU
Management” window. The function pages located on this window contain all the
management features for this type ONU device.

Following is a typical interface view for ONU management.
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@ OND Nanagement

4
OLT Device [132.168. ... || ¥ | Basic Config
=y
Pon Card |Pon Module ‘LI ONU 1D &0 0y Dewice Type ! K=
Pon Fort Port-1 - ONU Hardware Rewvision ¥1.0 ONU Firmware Rewision  6Ll51
Qmr [00:00:0... :J Omy MAC E0-67-B3-00-00-02 Registered LLID Num il
Easin: Eunfigure| ONT On Line Status Receiving optical power -—4.69dEn
L5 LoREs] —_— I
Advanced Configure Transmitted optical power L.52dEm O Range ¥alue 6. 0ueter
ONT Port Manage
N VLA : o
ONTT Queue Manage Refresh | | Set | | Reboot | | Default | | Save
OHT Qosz

= IGMP Snooping
IGHF Global Parameter
IGHMF Port Config
= Logic Link
Link SLA4

As above figure, a typical type ONU device supports following main management
features.

® ONU Basic Device Information

® ONU Basic Operation

® RSTP Configuration

® ONU User Port Management

® ONU Bridge Configuration

® ONU MAC Address

® ONU IGMP Snooping

® VLAN Management

® ONU Queue Configuration

® ONU Port Ingress Policing, Egress Shaping
® ONU Logical Link SLA Configuration

Following sections introduce these ONU management features.

7.2 ONU Basic Information

7.2.1 LED Indicator

Usually, the device panel diagram will be displayed on the ONU management
window. On this diagram, all the working LED indicators show the actual working
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status. See the following example figure.

4 3 2 1
; 4321
LNK & I I 2 PUR ®
. LNKIAC L] PWR
OETIN @ I I HESACT m E

The bright green icon indicates light ON and the dark LED icon indicates light
OFF.

Basic Information

Open “Basic Configure” page, the ONU basic information is displayed on this

On this page, user can view device type, MAC Address, ONU ID Number, Device
SN, Hardware Revision, Firmware Version, User Information, Max Allowed LLID
Number, Online Status and Range Value etc.

Following are explanations for some special parameters.

» ONUID

ONU ID is the ONU device ID number which is assigned by OLT device. ONU
ID is convent for user to identify per ONU device. ONU ID is a unique value for
per PON port, the range is 1 to 64. When an ONU device registered to a PON
port, OLT assigned an unused ONU ID value for it. This value will be bound with
the ONU’s MAC Address until the ONU device is deleted from this PON port
(can only be deleted when offline). When an ONU device is deleted from one
PON port, the ONU ID value assigned for it will be taken back. When the
deleted ONU registered to this PON port again, it will be assigned a random
new ONU ID value.

> MAX Allowed LLID Number

Some types ONU device support multiple LLID, for these types device, user
can configure the maximum allowed LLID number for it. For OLT device, one
LLID is considered as a virtual ONU.

» Registered LLID Number

This parameter is the LLID number registered to OLT device currently.

> User Information

device.

This parameter is used for user to fill user special information for per ONU

» Range Value

This parameter is the optical link distance from OLT to ONU device measured
by OLT device.
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7.2.3 Basic Operation

Open “Basic Configure” page. User can do Reset, Default and Save operation for
per ONU device through the function buttons located on this page.

Through the “User Traffic Enable” function, user can enable or disable the service
traffic transmission.

7.3 RSTP Configure and Port Isolation

Open “Advanced Configure” page. Following is a typical figure.

=] ONU Management

Advanced Configure

RSTP [disable \vi Port Protect disable -

or off.

RSTP

The Rapid Spanning Tree Protocol (RSTP) guard against the formation of loops
in an Ethernet network topology. Packets can become caught in repeating
cycles, referred to as broadcast storms, that needlessly consume network
bandwidth and that can significantly reduce network performance.

The ONU RSTP function applies on ONU user ports, used to prevent network
loop on these ports. When network loop occur, such as two user ports are
connected mistakenly, one of them will be shutdown automatically by STP
protocol.

By setting “RSTP” parameter “enable/disable”, RSTP function can be turned on

Port Isolation

For multiple user ports ONU equipments, Layer 2 switch among these ports is
supported usually. But for most access network build based on EPON
technology, the communication among local users is not needed in most case.
The network designer can turn on or off switch capability among ONU user
ports by setting “Port Isolation” parameter “enable/disable”.
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7.4 ONU Port Management

This section describes the management function and parameter configuration for
ONU user ports.

ONU user port management includes the following:

>

>

>

>

Port Working Status
Port Bridge Mode Configuration
Port MAC Address List

Ingress Policy and Egress Shaping

The following subsections introduce the above content.

7.4.1 Port Working Status

Open “ONU Port Management” page. Typical page is shown below.

=i| ONU Management

Port Management Status

UNI Port ID [anipore1

[~]
UNI Port Auto-negotiation|enable [] wr 2ort m10w control [assapie |~
UNI Port Enable [enabie [~]

Link Status, Speed and Duplex Working Status, Flow Control, Port Enable
Status and User Information parameters for all user ports can be viewed on
this page.

Port Speed and Duplex working mode, User Information for per Port, Flow
Control and Port Enable parameters can be configured on this page.

Port Speed and Duplex parameters can be configured only when the port is
enabled and port link status is Up and Auto negotiation is disabled.

7.4.2 Ingress Policy and Egress Shaping
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sl ONU Management —
wee 1] . Sizizs me | @
oFTN & 1 ® | LNKACT "
)| OLT Device |ED110ES ]| |ore 10 [untporea ~]
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IGMP Global Parameter
IGMP Port Config Downstrean Peak Information Rate[0-1024000] (Kbps)
= Legic Link
Link SLA
r !

ONU user ports support traffic management feature on both up and down direction.
Upstream direction (received on user port) traffic supports ingress policy feature and
downstream direction traffic supports egress shaping feature.

Open “ONU Qos” page, typical page is shown below.

=i/ 0N Hanagement

OFTIH &

QLT Chassis &eal

14

PartID ‘umF’nm |v‘

PonCard  |PonF-1

=
Pon Port [#RC-2

ONU [03E3400NU4 [+

KNI ERIER

Basic Configure
Advanced Caonfigure
ONU Port Manage
QMU BridinaMoce

QMU Loophack Test

QMU IGMP Snooping

OMUACL

ONUYLAN

ONU Queue Manage

AU G|

= Logic Link

Link MAC Manage
Block Link Manage
Link SLA

Mac Address Management

User port input rate
[¥] Disenable input rate
Upstream Peak Information Rate[0~100000)(Kbps)

Input Rate Limit

~Port Egress Shape
[ ] Disenable autput rate
Downstreamn Peak Infarmation Rate[0~100000)(Kbps) i 1=

Output Rate Lirmit [ [~]

‘ Refresh | ‘ Set |

Ingress policy feature supports to configure the maximum data rate received on
each user port based on selected packet type. The packet types to apply
ingress policy feature can be broadcast packet, multicast packet, all packets
and broadcast/multicast/DLF packets. The rate unit is kbps and maximum value
is 100000kbps. The ingress policy feature can be disabled.

Egress shaping feature supports to configure the maximum output data rate on
each user port. And the rate limit mechanism can be “weight fair” or “strict

priority”.
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7.5 ONU IGMP Snooping

IGMP snooping can passively snoop on IGMP Query, Report and Leave (IGMP
version 2) packets transferred between IP Multicast Routers/Switches and IP
Multicast hosts to learn the IP Multicast group membership. It checks IGMP packets
passing through it, picks out the group registration information, and configures
multicasting accordingly.

ONU maintains a table of relationship between a multicast MAC address and ONU
ports. When an ONU port receives a Host Membership Report message, ONU join
this port to the corresponding table entry. When the ONU receive a multicast packet,
ONU check this table to determine which ports to forward this packet.

IGMP global parameters include "multicast switching mode" and "fast leave enable”.
The following figure shows the “ONU IGMP Global Parameter Configure” Page.

@ ONT Hanagement

e a] ——
OLT Dewice |19Z.168. ... i: 1 ONU IGMP Global Parameter Config

I ] |
Pon Card  |Pon Module |w Multicast Switching Mode IIGHP/I‘ILD Snooping |'|

r [ :

| - | |
Pon Port |Port-l ]_'\ Fast Leave Enahle |Enahle |'|
o |[on:00:0... | ¥ |

Basic Configqure
Advanced Configqure
ONU Port Manage
ONT VWLAN
0N Queue Manage
ONT Qosz
= IGMP Smooping
IGME Global Parameter
IGMP Port Config
= Logic Link
Link 35L&

| Refresh !| Set ‘

ONU device supports five different “Multicast Switching” modes:
» IGMP/MLD Snooping Mode
This mode is IGMP Snooping and MLD dual modes.
» CTC Controllable IGMP/MLD Mode
This mode is Host controllable mode for IPv4 and IPv6 multicast.
» IGMP Snooping Mode
This mode is IGMP snooping only mode.
» CTC Controllable IGMP/MLD Mode

This mode is Host controllable mode for IPv4 multicast.
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» Path Through Mode

This mode is all IGMP/IPMC/MLD/IPv6 Multicast are passed through mode.

Fast Leave Enable

When Fast Leave is enabled, forwarding of a group stops immediately upon
reception of a Leave message for that group. Note that this feature is only useful if it
is known that exactly one device downstream of the ONU can join a group. If more
than one device is attached to the ONU port though a switch or hub, then the first
one to leave would stop traffic to both devices.

The following figure shows the “IGMP Port Configure” Page.

Iﬁ OR0 Nanagement

£

Fon Card |[Pon Hodule |w
’::
Pon Port |Port-1 !v!

(U118 [[UU:UU:U... -

OLT Dewice [1'92. 1668.... (w

EBazic Configqure
advanced Conficqure
ONUT Port Manage
ONU VLAN

ONU Queue Manage
ONT Qoz

- IGMP Snooping

IGMP Global Parameter
IGMP Port Config
= Logic Link

Link 5LA

I !
Port ID |unmiPortl ‘v|
|

IGHP Groups[0-64] =

i
Multicast Strip Mode Config
I I |
Multicast Strip Mode |Strip VIAN Tag |v|
|
I Refresh | ‘ Set

Multicast VLAN Config

Multicast VLANs

"IGMP Group" is used to configure how many multicast groups this ONU port can join in.

Click Add button on the "Multicast VLAN Configure" Panel to open the "Add IGMP

Multicast VLANSs" window, as shown in the following figure:

-

=if| Add IGMP Multicast VLANS

S|

Multicast VLAN:

o

Cos[0-7] | 0=

| OK | | Cancel |

VID[1-4084]

1

b

Enter the Cos and the VID then click OK button to add a multicast group to this ONU
port, after that multicast streams contains this multicast VLAN Tag will be
transmitted to this port. Because the port receives a multicast stream with a VLAN
Tag, so you will need to configure the multicast VLAN Tag processing mode.

ONU supports three different VLAN tag processing mode: Not Strip VLAN Tag,

Strip VLAN Tag and Switch VLAN Tag.
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» Not Strip VLAN Tag

Do not strip the VLAN Tag in the multicast stream. Multicast stream sent from this
port still contains a multicast VLAN Tag.

»  Strip VLAN Tag

Strip the VLAN Tag in the multicast stream. Multicast stream sent from this port does
not contain a multicast VLAN Tag.

»  Switch VLAN Tag

Overwrite the VLAN Tag in the multicast packet then forward. This mode
configuration page as shown in the following figure:

ONU Management
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J\ean 2ore  [Parc1 [+ it | K

W|cxo [02:07:30]0N0-5 | = Multicast Strip Mode Config Multicast VLAN Config

il

| - Basic Conr Multicast Strip Mode |Swi|::h VLAN Tag ‘v| HEtE ol S

s:0, VID:100

Advancs igure a5
Cos:0, VID:1

ONU Port Manage

ONU VIAN Multicast VLAN IPTV User VLAN
ONU Queue Manage
ONU Qos
Bl IGMP Snooping
IGMP Global Parameter
IGMP Port Config
Eb Logic Link
Link SLA | nad Delete
"
5 Add IGMP Multicast Switch VLAN ===
Multicast VLAN: Cos[0-7] J':' VID[1-4084] 1+] | Refresh | | ses
S |IFTV Usez VIAN:  Cos[0-7] o VID[1-4084] 1H

Click Add button on the "Multicast Strip Mode Configure" panel to open the "Add
IGMP Multicast VLANs" window, as shown in the following figure:

ﬁﬁﬂdd IGHP Hulticast Swatch VLAN

Multicast VLAN:  Cos[0-7] | D'E: VID[1-4085] |41|j
PTY UservLaN: Coslo-7]) | 0 wviop-does| 1

[8]74 Cancel

"Multicast VLAN" parameter is used to match VLAN Tag in the multicast streams.
When the VLAN Tag of the multicast streams is equal to this "Multicast VLAN", ONU
overwrite the VLAN Tag of the multicast with "IPTV User VLAN" then forward.
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7.6 ONU VLAN Configuration

ONU supports four port VLAN modes: Transparent mode, Tag mode, Translate
mode, Trunk mode. These four modes are introduced as follows:

Transparent Mode

In this mode, upstream or downstream Ethernet packet received at this ONU port
forward without processing.

The following figure shows the Transparent VLAN configuration Page.

@ ONU Nanagement

]
OLT Dav:.c:ailgz.lss....lv} Port D |uniPDrt.l |'|

—T
Pon Card iPUI] Hodule |'j

Pon Port |Port-l | v
T
omy {[nn:nn:n..._:J

Basic Configure
Advanced Configure
ONU Port Manage

Port VLAN

ONU Queue Manage VLA Mode iTransparEnt |v‘
ONU Qos
CF IGMP Snooping
IGHF Global Parameter
S IGME Port Config
[ Logic Link
- Link $LA

| Refresh ! ! Set

Refresh button: refresh the Port VLAN configuration.
Set button: apply the port VLAN configuration to this ONU port.
Tag Mode

The method of an ONU port under tag mode process an Ethernet packet is shown
in the following table:

Direction With VLAN Tag Operation
Upstream Yes Discard this packet
No Add default VLAN Tag to this

packet and forward.

If the VIDis not equal to
theportdefaultVLAN ID, discard this
packet. Otherwise strip the VLAN
Tag of this packet and forward.

Downstream Yes
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No Discard this packet

The following figure shows the Tag VLAN configuration Page.

@ ONU Nanagement

14
OLT Dewice |192.168.... .'J Port ID |uniPDrt,J_

[T ——
Pon Card |Pun Hodule |vJ PoOrtVLAN

Pon Port  |Port-l |-
T ]
Omy ![DD:DD:D...ﬂ

Basic Configure
Advanced Configure

ONU Port Manage
o |
ONT Queue Manage
ONU Qos
CF IGMP Snooping
IGHF Global Parameter
S IGME Port Config
[ Logic Link
- Link $LA

VLA Mode ITransparEnt |v ‘

! Refresh ! ! Set

Refresh button: refresh the Port VLAN configuration.

Set button: apply the port VLAN configuration to this ONU port.

Translate Mode
Translate mode allows the port overwrites VLAN tag.

The method of an ONU port under trunk mode process an Ethernet packet is shown
in the following table:

Direction With VLAN Tag Operation

If the VID of a packet equal to the
CVLAN ID of a certain translation
entry, overwrite the packet’s VID
with this entry’s SVLAN ID and

Yyes forward this packet;
Upst
pstream If the VID of a packet is not equal to
any translation entry’s CVLAN ID,
discard this packet.
o Add default VLAN Tag to this packet

and forward this packet.
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yes
Downstream

If the VID of a packet equal to the
SVLAN ID of a certain translation
entry, overwrite the packet’s VID
with this entry’s CVLAN ID and
forward this packet;

If the VID of a packet is not equal to
any translation entry's SVLAN ID,
discard this packet.

no

Discard this packet.

The following figure shows the Translate VLAN configuration Page.

@ ON0 Nanagement

14

K
OLT Device 192.168....|w Port ID |u.niPortl

Fon Card Pon Module |w

Port VLAN
Fon Port Porrt-1 -
VLANW HMode 1"[’liizmslaf:.e |v‘
oo ey |
Default TPID[O-FFFF] 0 %8100 |
Basic Configure =
Advanced Configure Default Vlan: Caz[0-7] ‘ UH VID[1-4094] :E
ONU Port Manage
o vLAn Client TEID(Hex) | CYLAN ID | service TPID(Hex) | SVLAN ID
ONUT Queue Manage
O Qo=
= IGMP Snooping
IGHMP Global Parameter
IGHMP Port Config
El Logic Link
Link SL&
‘ Refresh | | Add | | Delete | | det |

Add button: add Translate entry. Click Add to open the Add VLAN window, shown

as below:

Efl Add VLAN

Client TRID{He |81EIEI

CYLAN ID |

Service TRID{He:) |81IZIIZI

SYLAN D |

Ol

Zancel

Click OK button after input the TPID and VID, a new translate entry will be added to
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the VLAN Translate list. Up to 8 VLAN translate entry can be set for an ONU port.
Delete button: delete a VLAN translate entry selected in the VLAN Translate list.
Refresh button: refresh the Port VLAN configuration.

Set button: apply the port VLAN configuration to this ONU port.

Trunk Mode

Trunk mode allows the port forward multiple VLANs at the same time, generally
used for the connection between the network equipment.

The method of an ONU port under trunk mode process an Ethernet packet is shown
in the following table:

Direction With VLAN Tag Operation

If the packet’s VID exist in the
VLAN Trunk allow list or equal to
yes the port default VLAN ID, forward
Upstream this packet, otherwise discard this
packet.

Add default VLAN Tag to this packet

no and forward this packet.

If the packet’s VID equal to the port
default VID, strip the VLAN Tag of
this packet and forward this packet.

If the packet’s VID not equal to the
port default VID but exist in the
yes VLAN Trunk allow list, forward this

Downstream packet.

If the packet’s VID not equal to the
port default VID and not exist in the
VLAN Trunk allow list, discard this

packet.

no Discard this packet.

The following figure shows the Trunk VLAN configuration Page.
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lﬁ ONU Hanagement

4

OLT Dewice [192.168.... i L
Pon Card (Fon Module |w
Pon Port Port-1 i
[ilog |[00:00:0... | ¥

-~ Basic Configure
Advanced Conficure
ONU Port Manage
O WLAM
ONU Queue Manage
ONU Qoaz

= IGMP Snooping
IGMP Glohal Parameter
IGMP Port Config

= Logic Link
Link 5Li

Porc ID |u.niPm:l:l |v|
Port VLAN
VLAN Mode | Tevme |v|
Default TPID[0-FFFF] 0% [aloo
Default Vlan: Cosf0-7] | b% VID[1-4094] | UE‘
TPID (Hex) VLAN ID
| Refresh | | Add | ‘ Delete | | Set |

Add button: add allowed VLANSs. Click Add to open the Add VLAN window, shown

as below:

Ell Add VLANW

X

TPID{Hex) (3100

VLANID |

(5] 4 Zancel

Click OK button after input the TPID and VID, a new entry will be added to the VLAN
Trunk allow list. Up to 16 allow VLAN entry can be set for this ONU port.

Delete button: delete a VLAN entry selected in the ONU VLAN list.

Refresh button:

refresh the Port VLAN configuration.

Set button: apply the port VLAN configuration to this ONU port.

7.7 ONU Logical Link Management

Based on EPON protocol standard, OLT equipment will allocate one or more
Logical Link for each successfully registered ONU device. The Logical Link is also
called LLID simply. In downstream direction, OLT add LLID field to the received
standard Ethernet frames and then sent them to all registered ONU devices. ONU
device will only receive the frames with the same LLID value as the one it
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registered. In upstream direction, OLT schedule and manage upstream packets
based on the Logical Links registered by ONU devices.

Open “ONU Management” window and go to “Logical Link” page to do Logical Link
Following subsections introduces the Logical Link management

management.

features.

Ell ORU Eanapgement

Fon Card
Fon Port

Basic Conficure
Advanced Configure
ONU Port Manage
O VLAN
ONU Queue Manadge
0N Qos
- IGMP Snooping
IGMF Global Parameten
IGMP Port Config
EF Logic Link
Eink SLA

SLA Config
Link ID

Direction ID

MIN Guaranteed Bandwi
dth[256-10000007 (kbps
i

Max Allowed Bandwidth
[256~10000007 (kbpa)

Max Burst Size[32-409
5]ikbytes)

15361

pstrean

L

1000000

52

15361

dowmstrean

258

1000000

Lzs

Link configuration only persistent after execute “"3Jawe Config”™ which in PON card basic configu...

| Refresh | |

Jeit. |

On this page, network manager can configure SLA parameters for the Logical
Links registered by this ONU device.
The Logical Link SLA management features here are accordant with the SLA
configurations introduced in PON card management section. Please refer to

subsection for detail introduction.

8 Alarm Management

This chapter introduces EMS alarm management features.

EMS software receives alarm information sent from managed EPON equipments.
The alarm information is contained in TRAP messages based on SNMP protocol
standard. To receive TRAP messages sent from managed device, target IP Address
should be configured first. The target IP Address is the PC server’s IP Address on
which EMS software is installed. Please refer to sectionto learn the operations to
configure these parameters.

EMS software supports user defined alarm rule configuration. Based on defined rule,
alarm information can be classified or filtered.

56 / 65



EPON OLT User Manual-EMS Software

Network manager can query current alarm and history alarm information occurred
on managed equipments by various search conditions.

Following sections introduce the alarm management details.

8.1 Alarm Rule Configuration

To open “Alarm Rule Configuration” window, from Alarm menu, then click Alarm
Rule Configuration. Following figure is a typical view.

@Cun‘fig Irap Eule

System Trap Mame Severity Filter
EFON_1U4P SEE port det;eﬂtct.cirlcle i ajor Mo
user port circle ...

R e QMU Power down
EFON_2U3P QMU UNIPort Down
EFPOQOM_1UZP U UMIPort Up

CHU Offline

QLU Cnline

Logic Link Linkdown
(Logic Link Linkup fomation
(OMU Traffic Change  [Minor Mo

[Link 1D Resource Exh... [Major Mo
([OMNU ID Resource Exh.. Major Mo
(egal Regist hiajor Mo
OLT Traffic Change hiror Mo
Switch Port Traffic Ch.. [Wajor Mo
Swiitch Port Linkdown IR EiGn Mo
Swvitch Port Linkup Mo
SFP Plug out M0
SFP Plug in M0
Fan Status Change imation Mo
Foveer Status Change  [Minor i [
Refresh | | Apphy | | Close

Choose the target device type in left column, such as “EPON_1U8P” OLT device.
Then the supported alarm items for the selected type will be shown on right part.
Each entry contains the alarm name, severity level and filter or not. Severity level is
configurable and classified as “Information”, “Minor”, “Major” and “Critical” four
levels. Different level alarms will be marked with different color in alarm window. Any
one of the supported alarm items can be filtered out according to requirement.

8.2 Alarm Query

To open “Alarm Query” window, from “Alarm” menu, click Alarm Query. Following
figure is a typical view.
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@Alarl Filter
Time: Clear  [Severity [Handler  |Trap Object ME IP Address T Time

From Time: 2014-10-07 21:02:48
End Date:  2014-10-27 21:02:48

L] Days [] Current Time

rAlarm Status— -Severity

[ Ma Handler Wajor
Minar

~Hetwork Element -Page record coun

| CINESeleted [ ]| arms:[s0 !

Select Trap Name

Select ALL Deselect All

lllegal userlogin
CHU_RETP_BLOCK

ONU_RETP_NORMAL
[#7] GNU_POWER_DOWN

QNP ORT_Dn

< >I

97 4 I =

4] i [ »
Previous Mex CurrentFage

| Sta... | | Reset Filter | | Sawve As

Alarm information can be queried by alarm time, alarm level, alarm status, alarm
device and alarm content. The query result can be saved as a file.

On the “Alarm Log” page located on the bottom of EMS main window or open
“Current Alarm” window, current alarm information can be viewed. Following figure
is a typical view.
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fﬁ&larl Filter |>(|
~Time: Clear [severity [Handler [Trap Object  WE IF Address
From Time: 2015-05-03 14:40: 58 Bt S
End Date: 2015-06-03 14:40:53

[Ipays 0 []current Time
-hlarm Jtatu
[JHandlexr
|:| Mo Handler
KEl nt -Page record cou
DN‘E Sel. .. l:l Alarms:’?

‘Select Trap Name

Zelect ALL Degelect A1l
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0N RSTP BLOCK I
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-
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| B | | Bessr Filrer | | d22 Previous Next Current Page 1/1

9 Operation Log Management

Operation log query feature is designed for network manager to trace back the
history operation records when needed. From Alarm menu, click System Log to
open operation log management window. Typical window view is shown below.

l';l‘i System Log

Filter UzerlName Log DateTime
2 ladunin Save config (Switch Control Meodule) 3ucc... |2015-06-02 16:5..
Erom Time: ZOlSsfSelaglaadiaal by in Set [Trap Receiver | IP Address:102.166... |2015-06-02 16:5..
End Date: 2015-06-02 16:53:31 |adwin add device "192.165.1.100" success 2015-06-02 13:4..
: = adnin Tzer adwin login from A127.0.0.1:2889 2015-06-02 13:4..
User name: 4ll I E =
admin login sysStem. 2015-06-02 13:4..
Page record: |50
ISear_chi | | Javi.. ‘
Prewvious Next Current Page 1/1
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History operation log can be filter out by operation user name and operation time
range. The query result can be saved as a excel file.

10 Database Maintenance

EMS database maintenance feature includes database backup and restore two
functions. Most of the configuration information for EMS software, such as added
device and location node, device name and user name etc. are saved in software
database. To avoid configuration loss when system halted, network manager need
to backup database constantly. The backup database can be restored to retrieve
the original configuration when needed, such as operating system reinstalled or
EMS reinstall.

Database maintenance function located on System menu. Click Database
Backup in “Database Maintenance” submenu. When backup operation finished,
following prompt message will appear. Software save database files using
automatically generated file name. And the backup database files are saved at
system default directory. Network manager can move these files to securer location
if needed.
When do database restore, click Database Restore in “Database Maintenance”
submenu. Select the database file to be restored on the pop-up window and click
OK button to do restore operation. Typical view is shown below.

'#  Restore Database w ﬁ
.

Please select the database's backup file
20141121180942. 501

oK | | Cancel

On the pop-up database restore window, only the files saved at system default
directory will be list. If the backup files were moved to other location, they must be
copied to the default directory first. The system default location for saving database
filesis “...\EMS\EMS Server\backupDB” directory.
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11 User Accounts Management

EMS software supports multi-user operation, and set different privilege for different
user to improve system security. Network managers can add or delete user
accounts or modify their information.

Following figure is a typical operation view.

=i User Hanager @
)| X | H
Actount Matme Fhane Right
admin admin System Admin
alancui alancui adf Systermn Admin
test test Systern Admin
Lagin Marne: |admin | User name: [admin |
Fassward: | Password Confirm: |
Phane: | Right: [Systern admin | =]

User management operations are explained as below:
Adding a User
To add a new user account, do the following:
1) Input username, password and other user account information on the text
boxes located on the bottom of the user management window.
2) Choose the operation privilege level for the adding user.
3) Click Adding User button icon to add this new user.
4) Click Save button icon to save the operation results.

Deleting a User
To delete a user account, do the following:
1) Choose the user account entry list in user accounts table.
2) Click Delete button icon.
3) Click Save button icon to save the results.

Changing User Information

To change a user account configuration, do the following:

1) Choose the user account entry to be changed in user list table.

2) The chosen user information will be displayed on the bottom user account
corresponding parameters.

3) Modify the displayed account information.
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4) Click Save button icon to save the changed results.

User Account Privilege

There are “System Admin”, “Network Manager” and “Common User” three
different management privilege levels. “System Admin” level is the highest privilege,
has all the operation rights of EMS software. “Network Manager” level has all the
operation rights, except of user account management function. “Common User”
level is the lowest privilege, the users with this privilege can only view management
information and have not the rights to do any set operations.

12 System Upgrade

EMS software supports device firmware on-line upgrade. The main procedure for
device upgrading is two steps. First, download firmware files to target devices to be
upgraded. Then target device will go through the whole firmware update process
according to upgrade commands received from EMS.

Device upgrading steps are introduced as follows:
1. TFTP Server Configure

Install a TFTP server program on the management PC if you have not. Then
start the FTP server. There is a third party FTP server program “WFTPD” if
EMS is fully installed. Following introduce take “WFTPD” as a sample. There
may be some different if the FTP server is not WFTPD. In such condition,
please refer to the software user manual.

From the Security menu of “WFTPD” program, select Users/rights item to
open the user security dialog window. Configure the username, access
password and home directory information. Typical configuration window is
shown below.

-|of x|
User f Rights Security Dialog n
s e [CT— -
User admin
Mew User. ‘ Delete ‘ Change Pass. |
Home Directony:  [EAFTPSERVER W Restricted to home
Help Rights »>
For Help, press F1 1 socket |0 users NUM

2. Copy the device firmware files to be update to the home directory of FTP
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server program.

3. EMS Upgrade Parameters Configuration

QEDevice Opgrade
S Top Tree-=Location-=TEST

Upgrade Configure rBtatus Yiew |

FTF Configure

IP [19z.188.1.107 | File Mame [fd1108s.image gz |
User Narne [adrmin | Passward [adrnin |
CheckCRE [

[;F‘C Walue Caloulate CRC

Progress

Status

| Reftesh ‘ | Diovenload to Device || Upgrade || Rehoot ‘ | Lpload to PC |

Cancel

1> From Configure menu, select Device Upgrade. Device upgrade
window  will appear. Typical view is shown as below.

‘=i Device Upgrade

Top Tree->test Upgrade Configure | Status View
= Ton Tree-=localion-=lest eguipm

FTP Configure

P [192.168.120.70 | File Name | |
UserMame |adm|n ‘ Paszword 1admm |
ChatkCRC []

FLPQ Walue

Target ctriCardimage -

Progress
[ ]
| Refresh || Download to Device || Upgrade || Rehoot H Upload ta PC ‘

Cancel

2) Choose the OLT device to be upgraded from the device list on the left
column of window.

3) Input TFTP Server IP Address, User Name, Password and Firmware
file name on the “Upgrade Configure” page.
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4) Select the file target to be updated, EPON OLT select ‘ctrlCardimage’.
Upgrade Operation

When the upper needed upgrade configurations are finished, according to
following steps to finish device upgrade procedure.

1) Click Download to Device button

In this step, the FTP client program running on device will download
the target file from the specified FTP server. When finished
successfully, the ‘Progress Status’ will display ‘transmit ok’ result.

2) Click Upgrade button

In this step, the target device will update the specified file with the new
received file. When finished successfully, the Process Status will
display “upgrade ok” result.

3) Click Reboot button
The new upgrade file will take effect when the target device reboot.

Whole upgrade process finished when the target device boot up with the
upgraded new files.
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